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33. As discussed above, bank personnel recognized the importance ofknowing a

client's source of wealth. However, the CAMS system did not consider or monitor source of

wealth. Further, CAMS only monitored for breaches in preset parameters: it did not identify or

monitor the country of origin or destination of funds flowing in and out of the accounts. Even

the Activity Detail Reports produced by CAMS offered little in the way of detail. The

information CAMS provided on incoming wires did not include originator information, so the

bank was unable to monitor or review the source of funds sent into an account. Similarly, the

information provided for check deposits, even pouch deposits containing dozens of third-party

checks, included only the total deposit amount, and the date and type of deposit.

Reactionary Suspicious Activity Reports

34. A review of the Suspicious Activity Reports filed by AEBI shows a reactive

nature in the Bank's reporting. From 1996 through 2004, only three SARs were filed as a result

ofmonitoring. Given the nature of the high risks associated with Private Banking and specifically

with the majority ofthe client base in countries presenting a high-risk ofmoney-laundering, the

nominal amount of filings that resulted from activity monitoring are very small and represent an

ineffective account monitoring program.

BMPE Exceptions

35. AEBI's particular risk to money laundering through parallel currency exchange

transactions and the BMPE is heightened (1) because many of its clients are high net worth

individuals resident in high risk countries in Latin America, such as Colombia, often deriving
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their wealth from commercial activities; (2) due to its character as a banking organization

primarily engaged in providing private banking services to non-resident aliens; and (3) as a

private bank. As early as November 1999, Private Banking was identified as a high-risk area in

the fight against money laundering.'

36. AEBI personnel were well aware ofthe BMPE and the prevalent use ofthe BMPE

by Colombian businessmen and the nature of transactions which may be associated with the

BMPE. Bank personnel also demonstrated sophisticated knowledge and understanding of

parallel currency exchange markets. They also were aware that it was common knowledge in

South America, particularly Colombia, that the parallel exchange markets were funded at least in

part with drug money and that there were two main reasons to use the parallel markets: 1) tax

avoidance; and 2) a better exchange rate. At the same time, these AEBI personnel considered the

parallel exchange market a "fact of life" in South America - not something to be prevented or

reported - but something that any financial institution providing banking services to wealthy

South Americans would have to accommodate in the ordinary course ofbusiness.

37. The U.S. Department of the Treasury's Financial Crimes Enforcement Network

(FinCEN), has published extensive guidance on the BMPE to financial institutions, including

AEBI. In November 1997, FinCEN issued Advisory Number 9, to "alert banks and other

depository institutions to a large-scale, complex money laundering system being used extensively

by Colombian drug cartels to launder the proceeds ofnarcotics sales." That Advisory was

2 Testimony ofRichard A. Small, Assistant Director, Division ofBanking Supervision
and Regulation, Vulnerability ofPrivate Banking to Money Laundering Activities, Before the
Permanent Subcommittee on Investigations, Committee on Governmental Affairs, U.S. Senate,
November 10, 1999
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followed by a second in June 1999, Issue Number 12, to provide "banks and other depository

institutions with additional information concerning the Black Market Peso Exchange system." In

sum, these Advisories provided valuable information for banks to identify BMPE activity and

provided details of "red flags" that should alert banks to BMPE activity. AEBI was well aware

of the BMPE, providing extensive coverage ofthe topic in its AML and BSA training materials.

38. United States and foreign corporations that do a significant volume ofbusiness

with Colombian and other South American companies, and their domestic financial institutions,

can identify BMPE dollar payments for exports or services because the BMPE dollar payments

received for the goods or services sold to Colombia or other South American customers rarely

come from the customer directly. Generally, these BMPE dollar payments are: (1) made in the

United States or foreign country with bulk cash (often delivered by local "couriers"); (2) involve

the delivery of structured money orders, traveler's checks, cashier's checks, or bank checks (each

usually under $10,000 in value), (3) involve checks drawn from United States banks in the name

of, or negotiated by, some person or company not readily identifiable with the United States

exporter's customer; or (4) are in the form of wire transfers from United States bank accounts

that are not in the Colombian or other South American customer's name. Third-party wire

transfers constitute the most common form ofBMPE dollar payments. A common thread in all

forms ofBMPE payments is that they rarely come directly from the person or company that

ultimately receives credit for the payment (i.e., the Colombian importer or customer).
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39. The criminal investigation into the beneficial owners ofthe Targeted Accounts

continues. Throughout this part ofthe investigation, AEBI's cooperation with law enforcement

has been outstanding.

40. AEBI has devoted considerable resources to correct the identified BSA and AML

deficiencies, and employees who failed to take vigorous action to support compliance efforts

have either left AEBI or left their positions. AEBI has also identified, reported, and ultimately

closed accounts used to process suspicious transactions, including each of the Targeted

Accounts. As part of that effort, AEBI has:

• Contracted with AML and BSA compliance experts to: (1) assist AEBI in

conducting a comprehensive review ofAEBI's BSA and AML programs; (2)

conduct a "look-back" analysis ofhigh-risk accounts and transactions, and to file

SARs where appropriate; and (3) make recommendations for restructuring

AEBI's BSA and AML compliance programs, including the development of

enhanced BSA and AML polices and procedures.

• Implemented improved policies related to high-risk accounts.

• Enhanced its Compliance department, staffed by more than 12 full-time

employees, who are exclusively engaged in BSA and AML compliance.

• Significantly enhanced its transaction monitoring process.

• Conducted additional training on BMPE and other BSA and AML compliance

Issues.

41. AEBI is committed to complying with its BSA and AML responsibilities and to

cooperating with law enforcement.




